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Attachments:


1. Overall Description
RAN2 has discussed support of UAC for NB-IoT connected to 5GC and is not sure whether UAC needs to be introduced for NB-IoT connected to 5GC or whether the access barring scheme used in EPS can be used for NB-IoT connected to 5GC. 
If UAC is supported for NB-IoT connected to 5GC, then it is RAN2 understanding that NB-IoT needs to support 5 access categories corresponding to mt-Access, mo-Signalling, mo-Data, delayTolerantAccess, mo-ExceptionData for UAC to support the existing NB-IoT establishment causes. However, the UAC mechanism provides the possibility to provide barring parameters for up to 64 access categories, most of which are reserved for future use or for operator definition. The operator defined access categories are intended to provide slice or service-specific barring. For RAN2 it is not clear whether it is necessary to support up to 64 categories.

There is currently no access category in UAC corresponding to mo-Exception data, and it is not clear whether it is needed to introduce a new access category for this purpose.

In R15 UAC, any access attempt which does not belong to access identity 1, 2, 11-15 are mapped to access identity 0. For RAN2, it is not clear whether access identity 0 corresponds to legacy access classes 0-9 and whether RAN2 has to consider access barring mechanism for barring access classes 0-9 (mapped to access identity 0) as well.

In R15 UAC, barring for access identities 1, 2, 11 to 15 is independently controlled for different access categories in RAN2 specification. For RAN2, it is not clear whether barring for access identities 1, 2, 11 to 15 should be common for all access categories or independently controlled for different access categories for NB-IoT connected to 5GC.
Thus, RAN2 has the following queries for SA1.
1) Whether UAC should be supported for NB-IoT connected to 5GC.
2) RAN2 understands that there is no access category in the table in 22.261 which corresponds to the establishment cause “mo-ExceptionData” and would like to ask SA1 whether it is necessary to introduce a new access category for this purpose, in the range 9-31 (reserved standardized access categories). 

3) Whether up to 64 access categories need to be defined for support of UAC, given the currently supported establishment causes and necessity for operator defined categories and potential future extension.
4) Whether access class 0-9 is applicable for UAC and whether access class 0-9 access attempts are mapped to access identity 0. 
5) Whether barring bits for access identities 1, 2, 11 to 15 are common for all access categories or independently controlled for different access categories.

2. Actions:

To SA1:
ACTION:
RAN2 kindly requests SA1 to consider and respond to the above questions, and introduce new access categories if necessary.
To CT1:
ACTION:
RAN2 kindly requests CT1 to take the above into account and, if necessary based on SA1 response, to update the specification accordingly.

3. Date of Next TSG RAN WG2 Meetings:

TSG RAN WG2 Meeting #107
26 – 30 August 2019
 Prague, Czech Republic

TSG RAN WG2 Meeting #107bis
14 – 18 October 2019
 TBD, China
